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Full stack application development consists of working on both client-side and server-side of an application               
in order to deliver a complete application. The client side is the visible side of an application or a website                    
that the user can see and interact with. This is called front-end development. The server-side, on the other                  
hand, is the “behind-the-scenes” functionality which powers the website or application, such as connecting to               
databases, and managing user connections and queries. This is the back-end component of application              
development.  
 
For my full stack application development project, I was tasked to create a KYC form management system                 
for potential customers of a leading bank. This consisted of a client registration page, a login page and the                   
dashboard where the clients could update, edit or delete personal information. Having an online KYC form                
management system eliminates the need for physical paperwork and in-person verification. In order to create               
this application, I used several different technologies. For the front-end part, I used AngularJS, a framework                
used to develop single page web applications. For the back-end part, I used a combination of Spring Boot                  
and PostgreSQL. Spring Boot is a Java based framework which is used to build stand alone and production                  
ready applications while PostgreSQL is a free and standard Database language used to create and maintain                
the relational database management system.  
 
While learning about the full stack application development process, I also learnt about Rest APIs, which are                 
application programming interfaces that use restful urls for retrieving data. A Rest API works by making a                 
request from a client to a server and data is retrieved over the HTTP protocol. Furthermore, I also learnt                   
about and was able to implement JWT (JSON Web Token which is used to secure APIs) tokens in my                   
application. JWT tokens are used to authenticate users before data is made available to them directly.  
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